










Stakeholder Roles, Responsibilities and relevant 

62443 standards 
• Asset Owner

– Part 1-1 – Concepts and models

– Part 2-1 – Security program requirements

– Part 2-2 – Security protection rating

– Part 2-3 – Patch management

– Part 3-2 – Risk assessment and system design

• Maintenance Service Provider

– Part 1-1 – Concepts and models

– Part 2-4 – Service providers

• Integration Service Provider

– Part 1-1 – Concepts and models

– Part 2-4 – Service providers

– Part 3-2 – Risk assessment and system design

– Part 3-3 – System requirements and security levels

• Product Supplier

– Part 1-1 – Concepts and models

– Part 3-3 – System requirements and security levels

– Part 4-1 – Security development lifecycle

– Part 4-2 – Component requirements

Independent of IACS environment
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Control system (as a combination of)
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Fast Facts

• ISAGCA launched 2nd half of 2019 as a global initiative

• Six initial members, over 35 today and growing

• Four major areas of focus, all operational with member 

champions

• One key deliverable released, with two more slated for 

release in summer 2020





ISAGCA is growing formal liaisons to collaborate 

with other industry groups:

• ISASecure

• LOGIIC

• ISA99 standards committee

• Others underway, to be announced


















